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Abstract 

The cloud computing has become phenomena its fancy to be revolution in info 

technology, the cloud encompasses parts from grid computing, utility computing and involuntary 

computing, into AN innovative preparation design, Cloud computing giving quick access and high 

performance computing and storage infrastructure victimization internet service. This fast movement towards 

the clouds has impact in level of security the $64000 fascinating question is the way to build secure cloud 

storage wherever service supplier isn't fully trust client. During this paper a comprehensive survey of existing 

literature for cryptologic storage techniques, edges and disadvantages in cloud computing is bestowed. 
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